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Installing Investigational Brochure De-risk tool 
 
To install the ib-derisk tool on your own server, make sure you copy the contents of the archive into the 
public folder of a Linux, Apache, MySQL, PHP (LAMP) stack. 
 
Specific version requirements 
Apache needs a couple of libraries (that on most LAMP stacks are enabled by default). These are: 

- mod_php5 
- mod_rewrite 
- mod_expires 
- mod_deflate 
- mod_filter 
- mod_ext_filter 

MySQL >= 5.5 
PHP >= 5.6 

PHP needs to have PDO and gettext enabled (most installs have these enabled by default). 
 
Once copied to the public html folder, create a database with your preferred database name and run 
the provided SQL queries from the ib-deriskInstall.sql file in the new database. This will create all the 
necessary tables and inserts the data required.  
 
Next, edit the file /config/config.php  
In this file add the URL, Database info, and SMTP credentials. All necessary information is marked with a 
comment starting with /* PROVIDE … */ 
 
You are done installing the tool on the server! 
When you navigate to the main url of the just installed software, you will see the login page.  
The default username is Admin and the default admin password is Password1 . 
Please change this after the first login.  
 
SSL 
If you want to use a secure SSL connection, remove the “#” on line 19 of the .htaccess file in the root 
folder.  
In case you also want to force the www tag you can remove the hash tags (#) at the lines 21 and 22 too.  
If you use SSL make sure you provide the SITE_ROOT value in the config.php file starting with https://. 
 
LOG 
The tool has the possibility to log certain actions and errors to the database. The tables for the log are 
not included in the ib-deriskInstall.sql file. They are available upon request.  
 
CREATE NEW ADMIN ACCOUNTS 
To mark another account as admin, the database administrator has to log into the database and flip the 
flag in the user_accounts table from 0 to 1 in the admin column. 
  


